ЛАБОРАТОРНАЯ РАБОТА № 7

ЦИФРОВЫЕ ДЕНЬГИ

Цель работы: практическое изучение протокола электронных платежей с помощью цифровых денег.

1. Теоретические сведения

Центральным понятием протоколов электронных платежей с помощью цифровых денег протоколов являются понятия “цифрового конверта” и подписи “вслепую”. Схемы подписи “вслепую” позволяют получать документы, подписанные претендентом, который не знает содержания самих этих документов. Если  претендентом на выставление подписи является банк, а подписываемые им документы – это чеки на предъявителя, то для нужд финансовой криптографии такие подписи обеспечивают два важных аспекта:

-      подпись банка на чеке является правильной и служит свидетельством того, что именно он заверил чек; такая подпись убедит банк в том, что именно он заверил этот чек, когда тот впоследствии будет ему предъявлен; разумеется, подпись “вслепую” обладает всеми остальными свойствами электронной цифровой подписи;

-      банк не сможет связать заверенный им чек с моментом его подписания; даже если предположить, что банк фиксирует все подписи “вслепую”, по предъявленному чеку он не сможет определить, кто и когда обратился к нему с просьбой подписать данный конкретный чек.

 Ниже приведен базовый вариант платежной системы с цифровыми деньгами (рис.1).

Покупатель подготавливает чек с указанной на нем суммой, которую он хочет снять со своего счета в банке. Обозначим в протоколе этот чек буквой *m*. Покупателю надо получить подпись на чеке, но так, чтобы банк не увидел самого чека и не смог пометить его.

Для этого покупатель подготавливает большое число чеков на нужную сумму и запечатывает их в конверты, а затем отправляет все их в банк. Банк вскрывает все конверты, кроме одного, и убеждается в корректности чеков. Тогда он подписывает последний конверт, не распечатывая его, и списывает со счета покупателя требуемую сумму. Если покупатель заранее положит во все конверты копировальную бумагу, то подпись банка автоматически окажется на чеке. Таким образом, банк подписал чек, не видя его и не имея возможности пометить. Криптографическое преобразование с использованием схемы RSA, обеспечивающее процедуру формирования конверта и подписи выглядит следующим образом. Пусть ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image002.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAwAAAANAQMAAACn5x0BAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAAeSURBVBjTY2CAAWMGBlEGBkkGBkEGBiUGBmUGZAAAD88AuG7r+DkAAAAASUVORK5CYII=) – модуль шифрования, а ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image004.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAANAQMAAABFOwZ4AAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAAeSURBVBjTY2CAAT4GBiEGBhUGBgsGBiUGBhkGZAAADvcAux3GIZ0AAAAASUVORK5CYII=) – открытый ключ банка. Покупатель генерирует столько случайных чисел ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image006.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMAQMAAACOZ9XdAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAAYSURBVBjTY2CAASkGBj4GBg4wEgAjGAAABsIAWSWnaPgAAAAASUVORK5CYII=), сколько конвертов он будет отсылать в банк (чем больше конвертов, тем лучше). Далее каждое ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image006.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMAQMAAACOZ9XdAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAAYSURBVBjTY2CAASkGBj4GBg4wEgAjGAAABsIAWSWnaPgAAAAASUVORK5CYII=) шифруется с помощью открытого ключа банка и умножается на значение чека: ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image009.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAGUAAAAYAQMAAADZDqGTAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAACKSURBVCjPY2CgGeBB4Ymg8Cw4GBgUWGA8FQEGhgQmCJuJwUIBKMfIwMDHwLiNq5fB6cLDhTMaGIT4D9xiZ2dwzxRKWNHAAFQyiauFwclTSOEEkMd/YBITC5jX0cCgwsCowsAB4hUKNDBYMDCqAXnuOQ8XSjTALARqZ2CEO0YAbC0MAF3GwMJALgAABMwWpBiNSkgAAAAASUVORK5CYII=). Для того чтобы вскрыть каждый из конвертов, банк должен обратиться к покупателю с просьбой сообщить ему значение множителя ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image006.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMAQMAAACOZ9XdAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAAYSURBVBjTY2CAASkGBj4GBg4wEgAjGAAABsIAWSWnaPgAAAAASUVORK5CYII=), так как вскрытие конверта означает получение значения ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image012.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAGMAAAAYAQMAAADUENHUAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAACOSURBVCjPY2AgCTDh4bGg8Q4g8xgdkHnMDQoMDA0CEB4Hk4MDA2MDB5TH3NAAlAMaZnaAgZ3jAiO3c1tbEgODtMMfToECRtklnk2LGBiEHBgEBBwYOVU8mpVAvD9QXhOQp9LAIKTQAOR5HnEC8g4wyAB5spvbWpIgNoCsRjgXyAM5DWq7A1iAQYC0UEECANXKGU2PO1fxAAAAAElFTkSuQmCC). Поэтому покупатель может быть уверен, что банк не сможет вскрыть ни одного конверта без его ведома. Один из конвертов банк не вскрывает, а подписывает ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image014.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAOcAAAAYAQMAAAA7/nivAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAEpSURBVCjPxZE9TsNAEIXf5kd2BEoMShEhRayMRUGFqFxFi7Ei3HIECpSGO6wcZFGCaSioEDcAUafgFEljcRLe2hvbHADxpLFm3rdezewAf6cuQ2iTnbYtK2E+JfV+WZU6dSnbltWQ4TB2UbQtq33GgDEWsm1ZBVWpwlQRa6+yeLkrGqqDSCk271ZWD5iYXmcsD3GO8KhgpWljJsBDLlTZwQbi6gCe2LnIsmuIT/TnDx/h4kbyUqe4Bb6HpNO3JH0drdboLh/X8fOJLIdM+K9LOggulz6Qox95eXx/ZqhTJEBkaeqPVjlEx1Bfli3nnMArafIVQZiWSV9iiZD0ydLpe3bHro5J9zbhYl4/jzDPbHbRq2ozNifaSjNXW9se0jVVzGWzxmZz/6Ef/vwy2w1O1W0AAAAASUVORK5CYII=) и отсылает назад покупателю.

Покупатель проверяет подпись банка на конверте равенством ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image016.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADkAAAAYAQMAAAB6JsdVAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAABfSURBVBjTY2DABwxgDAEYQwHGeMAMoRkVWME0C5MLH5jBweTECdHD/BAiolDA0MDAIANkTGBoYP6gwsCgyAAScYAwmD+AGAogEQ8g4wCIUQCykhFiAwcDE4TBAoTEAgDyLgw+uJFnrgAAAABJRU5ErkJggg==), и если оно соблюдается, то вскрывает конверт и извлекает из него подписанный чек ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image018.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAGwAAAAYAQMAAAAlG4pZAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAACmSURBVCjPY2AgDSQwMDA2OMC5CkCMxAWyGBkaYDzGAwwM7AguE1CWE8FlAbKEGBkEgLo4EFyggQdYgFx2oF55RpCBDkwMDGZAHnMDU0brwsPOhgwM0g4MdSwNTBZ9l1QOBgK1AVVxMLAotExScZwI5tbBuIIMDCoNIGtZHIDcR4pALtAoPgYOh76bh50MYW7hAFnEwITggvzFAuMKgBzJwEFiSKECANNpHcvMQkAdAAAAAElFTkSuQmCC).

Подписанный чек покупатель передает продавцу. Продавец проверяет подпись банка ![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image020.gif](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAGsAAAAYAQMAAADHx5EgAAAAGXRFWHRTb2Z0d2FyZQBNaWNyb3NvZnQgT2ZmaWNlf+01cQAAAAZQTFRFAAAAAAAApWe5zwAAAAF0Uk5TAEDm2GYAAAAJcEhZcwAAAEAAAABAAGJDY1sAAAAMY21QUEpDbXAwNzEyAAAAB09tt6UAAAChSURBVCjPY2AgDTCjchlRuUyoXD4GA2SuEEMAgsPCoOLwAEgrMDA0CDAwcDCoKEwAch0YGBs4GBgEGOwEQLINQMTCwKC4DaiAge0mt3NbWxJQzy0g1545U3aJZ9MiIHcSSJbJk1PFo1kJyrUHc5uAXEUVkCzLRE4VzyNOQK4amDtTdnNbSxLIIhACWwR0EkhKgQHsDDCbBcICiwmQGFKoAABofBllK9JvYwAAAABJRU5ErkJggg==) и затем пересылает чек в банк.

![http://www.e-biblio.ru/book/bib/09_ekonomika/el_raschet_v_kom_deajt/posob/docs/piece025.files/image022.gif](data:image/png;base64,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)

Рис 1.1

Банк проверяет точно таким же образом свою собственную подпись на полученном чеке, и если она правильная, то перечисляет сумму, указанную в чеке, на счет продавца.

Из приведенного выше протокола хорошо видно, на каких именно механизмах строятся действующие платежные системы. Однако данный протокол  практически  никак  не  решает  вопросов,  связанных  с  возможностью мошенничества со стороны покупателя или продавца, например путем повторного использования полученного подписанного чека и невозможности идентифицировать мошенника и т.д. Все эти проблемы решаются некоторыми модификациями базового варианта протокола

1. Задание на выполнение

Протокол электронных платежей с помощью цифровых денег (Участники информационного обмена - оператор банка, покупатель, продавец):

1. Оператор банка генерирует ключи (по методу RSA):

*p* и *q* - два различных простых числа, *n* = *p*⋅*q*

*e* некоторое целое, взаимно простое с (*p*-1)⋅(*q*-1).

*d*, такое что *e⋅d* = 1 mod *ф*(n), где *ф*(*n*) = (*p*-1)⋅ (*q*-1) – функция Эйлера. По теореме Эйлера *m*(ed) = *m* mod(*n*) для любого целого числа *m*

Открытый ключ числа *e* и *n*, а секретный ключ - числа *d*, *p* и *q.*

Например, пусть *p* = 19 и *q* = 23, тогда *n* = 437 и *ф*(*n*) = 396. Пусть также *e* = 13, и поэтому *d* = 61, так как 13⋅61 = 793 = 2*ф*(*n*)+1.

1. Покупатель подготавливает цифровые конверты

Покупатель желает получить от банка чек, например, на 120 у.е. Следовательно, *m* = 120. Покупатель случайным образом выбирает пять чисел из интервала 1 < *r* < *n*(=15) : *r1, r2, r3, r4, r5*.

Покупатель вычисляет цифровые конверты: *Ci* = (*m*⋅*ri* e) mod *n*

Покупатель отправляет все пять конвертов оператору банка.

3. Банк подписывает чек «вслепую» Оператор банка выбирает любые четыре цифровых конверта, например, *C1*, C*2*, C*4*, C*5* и запрашивает для них маскирующие числа *ri*.

Покупатель присылает маски *r1*, *r2*, *r4*, *r5*.

Оператор банка вскрывает конверты *mi* = *ci* /*ri* mod *n* = (*ci* ⋅(*ri*−1)e)

Т.е. вычисляет *m1*, *m2*, *m4*, *m5*

Предварительно необходимо вычислить мультипликативно обратные элементы для *ri* по модулю *n*: *ri*⋅(*ri*−1) mod *n* = 1

Оператор банка убеждается, что все – одинаковые (в данном случае 120), подписывает «вслепую» последний запечатанный конверт C3:

*F* = C3*d* mod *n* и отправляет подписанный конверт *F* покупателю.

4. Покупатель извлекает подписанный чек из конверта

Покупатель снимает маску с подписанного чека:

*md* = (*F*/*r*3) mod *n* =(F⋅( r3)−1) mod *n*,

Покупатель проверяет, что подпись – подлинная (*md*)e = *m*

5. Продавец принимает чек

Продавец, получив чек, проверяет, что чек – подлинный: (*md*)e = *m* (покупатель передает чек на сумму 120 у.е.). Так как подпись на чеке – верная, то продавец соглашается принять чек в качестве оплаты за товар.

6. Обналичивание чека

Оператор банка, получив чек от продавца, проверяет, что он – не фальшивый (*md*)e = *m*.

Продавец передает чек на сумму 120 у.е. Банк переводит эту сумму на счет продавца.